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CAcert Zertifikatsinstallation Internet
Explorer 7

Meist werden flr SSL-Dienste nur noch CAcert Class 3 SSL-Zertifikate verwendet, zur Sicherheit
sollten Sie aber auch noch das CAcert Class 1 Zertifikat installieren.

Mit der Installation fur den Internet Explorer erledigen Sie auch die Installation flr andere Microsoft-
Produkte wie Outlook oder Outlook Express, da die Zertifikate in die Zertifikatsverwaltung von
Windows installiert wird.

Offnen Sie im Internet Explorer diese Seite: http://www.cacert.org/index.php?id=3

Klicken Sie auf die PEM-Datei des Class 1 bzw Class 3 Zertifikats:

CAcert

Class 1 PKI Key

Click here if you want to import the root certificate into Microsoft Internet Explorer 5.x/6.x
Root Certificate (PEM Format)

Root Cettificate (DER Format)

Root Certificate (Text Format)

Fingerprint SHA1: 13:5C:EC:36:F4:9C:B8:E9:38:1A:82:70:CD:80:88:46:76:CE:8F:33
Fingerprint MD5: A6:1B:37-5E:33:0D-9C 36:54-EE-BD-20-31:46:1F 6B

Class 3 PKI Key

Intermediate Certificate (PEM Format)
Intermediate Certificate (DER Format)
Intermediate Certificate (Text Format)

CRL
Fingerprint SHA1: DB-4C:42:69 07-3F-E9:C2-A3:7D-89- 0A-5C 1B 18:C4:18-4E-2A:2D
Fingerprint MDS: 73:3F:35:64:1D:44:C9-EQ:5A 4 EF61:AD-03:06:86

bzw.

CAcert

Class 1 PKI Key

Click here if you want to import the root certificate into Microsot Internet Explorer 5.1/6.x
Root Certificate (PEM Format)

Root Certificate (DER Format)

Root Cettificate (Text Format)

Fingerprint SHA1: 13:5C-EC:36:F4:9C-B8:E9-38:1A'B2:70-CD-80-88-46:76-CE 8F-33
Fingerprint MDS: A6:1B.37.5E.39.0D.9C.36.54.EE.BD.20:31:46.1F.6B

Class 3 PKI Key /
Intermediate Certificate (PEM Format)

Intermediate Certificate (DER Format)
Intermediate Certificate (Text Format)

CRL
Fingerprint SHA1: DB:4C:42:69:07-3F-E9:C2:A3:-7D:89:0A-5C 1B: 18:C4:18:4E 2A:2D
Fingerprint MD5: 73:3F35:54:1D-44 C% E9-5A 4A-EF 51:AD-03-06-B6

Bestatigen Sie das folgende Fenster mit Offnen:

Dateidownload - Sicherheitswarnung x|
Machten Sie diese Datei offnen oder speichen?

Mame: root.cer
Typ: Sicherheitszertifikat, KB
Won: i, cacert,org

Ofnen | Speichen | Abbuschen

®.v

—_ Dateien aus dem Intemnet kilnnen niitzlich sein, aber disser Dateityp
[ .;R] kann eventuel auf dem Computer Schaden anrichten. Offnen oder
. speichem Sie diese Software nicht, falls Sie der Quelle nicht

. vertiauen. Welches Risiko hesteht?
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Mame: class3,cer
Typ: Sicherheitszertifikat, 24
Wor: v, cacert,org

Speichemn Abbrechen

. Dateien aus dem Internet konnen niitzlich sein, aber dieser Dateityp

[ l.) kann eventuel auf dem Computer Schaden anrichten. Offnen oder

R speichemn Sie diese Software nicht, falls Sie der Quelle nicht
vertiauen. Welches Risiko besteht?

Wahlen Sie Zertifikat installieren:

Zertiikat 2l

Algemein | petais | Zertfizierungspfad |

2Zertifikatsinformationen

Dieses Zertifikat ist fiir folgende Zwecke beabsichtigt:

+Alle ausgegebensn Richtlinien
+alle Anwendungsrichtlinien

Ausgestellt CA Cert Signing Authority

Ausgestellt CA Cert Signing Authority

Giiltig ab 30.03.2003 bis 29.03,2033

et eiaieran. ] | Avsstelereing |

bzw.

Zertiikat 2l

Algemein | petails | zerttzisrungspfad |

Zertifikatsinformationen

Dieses Zertifikat ist fiir folgende Zwecke beabsichtigt:
*1.3.6.1.4.1. 18506
+Alle Anwendungsrichtlinien

* Nzhers Angaben finden Sie in den Angaben der Zertifizierungsstelle

Ausgestellt CAcert Class 3 Root

Ausgestellt CA Cert Signing Authority

Giiltig ab 14.10.2005 bis 28.03,2033

Zertiiat pstalieren... | ausstelirerkarng |
4

/

Das folgende Fenster mit Weiter bestatigen:

atsimport:

X

Willkornmen

Dieser Assistert hilft Thnen beim Kopieren von
Zertiflkaten, ZertiFkatsvertrausnslisten nd -sperriisten
vom Datentrager in den Zertifikatspeicher.

Ein Zertifiket wird von einer Zertfizierungsstelle ausgestell
und dient der Bestatigung Threr Identita. Zertiikake
enthalten Informatianen fir den Datenschutz ader fir den
aufbau sicherer Netzwerkverbindungen. En
Zertifikatspeicher ist der Systembereich in dem Zertifikate
Gespeichert werden,

Klicken Sie auf "Weiter", um den Yorgang fortzuseteen.

< Zlriick

Abbrechen

Zertifikatspeicher automatisch auswahlen und Weiter:
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zertifikatsimport-Assistent x|

Zertifikatspeicher
Zertifkatspeicher sind Systembereiche, in denen Zertifkate gespeichert

automatisch einen auswahlen oder Sie kinnen einen
Ffad fir die Zertifkate angeben.

& Fertifiatzpeicher aUtomatisch auswanien (a0 dem 2erti kattyp basierend)

1 alle Zertifikate in Folgendem Speicher speichern
Zertifikatspeichier;

Durchstichen, .

\

)

< Zurick abbrechen

Auf Fertig stellen klicken:

Zertifikatsimport-Assistent X

Fertigstellen des Assistenten

Der Zertfkatsimport-Assistent Fir die wurde erfolgreich

abygeschlossen.

Sie haben folgende: ausgenahlt:
‘Genahlter Zertiikatspeicher Auswahl wird vom Assisten
Inhalt Zertifikat

ﬂ%l I

hl
< Zurack | Fertig stellen Abbrechen

Alles hat geklappt, mit OK bestatigen:

Zertifikatsimport-Assiste x|
-

\11) Der Imporkworgang war erfolgreich.

Fertig!
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